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Ms. MarleneH. Dortch
Secretary
Federal Communications Commission
445 Twelfth Street, S.W.
Washington D.C. 20554

Re: EB DOCKET 06-36
Metro Beeper, Inc.
2008 Annual CPNI Certification

Dear Ms. Dortch:

On behalf of Metro Beeper ("the Company"), transmitted herewith is the Company's CPNI
compliance certificate and accompanying statement of CPNI procedures for calendar year 2008.
It is respectfully requested that the Commission waive the March 1,2009 filing deadline set forth
in 47 C.F.R. §64.2009(e) and accept the attached certification as timely filed, in furtherance of
the public interest and the Commission's goals of protecting the privacy of CPNI and ensuring
the adequacy of the procedures of carriers to protect CPNI.

Kindly contact undersigned counsel with any questions or correspondence in connection with
this submission.

JLLGa~~~~'I-(
Ellen Mandell Edmundson

Enclosures
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cc (wi ends.):

2 copies by hand delivery:
Enforcement Bureau - Telecommunications Consumers Division
Federal Communications Commission
445 tih Street, S.W.
Washington D.C. 20554

bye-mail: Best Copy and Printing, Inc. (FCC@BCPIWEB.com)



Annual 47 C.F.R. §64.2009(e) CPNI Certification

ED Docket 06-36

Annual 64.2009(e) CPNI Certification for 2008

Date filed: MarchJt 2009

Name of company covered by this certification: Metro Beeper, Inc.

Form 499 FilerID: 818040

Name of signatory: Hector Orejuela

Title of signatory: President

I, Hector Orejuela, certify that I am an officer of the company named above, and acting
as an agent of the company, that I have personal knowledge that the company has established
operating procedures that are adequate to ensure compliance with the Commission's CPN! rules.
See 47 C.F.R. §64.2001 et seq.

Attached to this certification is an accompanying statement explaining how the
company's procedures ensure that the company is in compliance with the requirements set forth
in Section 64.2001 et seq. of the Commission's rules.

The company has not taken any actions (proceedings instituted or petitions filed by a
company at either state commissions, the court system, or at the Commission) against data
brokers in the past year.

The company has not received any customer complaints in the past year concerning the
unauthorized release of CPN!.

s~
HectorOrej~
President, Metro Beeper, Inc.



Annual 64.2009(e) CPN! Certification for 2008

Attachment 1: Statement of CPNl Procedures

Metro Beeper, Inc. ("the Company"), a provider ofpaging service in Puerto Rico, hereby states
its policies and procedures with respect to CPNI:

CPNI policy: The Company does not use, disclose, or permit access to CPNI, except as permitted
by the Communications Act or the FCC's rules.

Marketing: The Company does not use, disclose or permit, and has never used, disclosed or
permitted~ access to CPNI for marketing purposes.

Opt-in/Opt-out Notifications: Because the Company does not use, disclose or permit access to
.CPNI for marketing purposes, the Company has not had a reason to use opt-in or opt-out
procedures.

Telephone access to customer information: Each customer has a specific access code as well as
an account number, in order to ensure positive identification. If this information is not provided
to the operator in connection with a request for CPNI, the authorities and persons on the
authorized contact list will be notified.

In-store access: A customer must present a valid photo ID matching the customer's account
information.

Online access: There is no access to CPNI online.

Recordkeeping: Each subscriber fills out an electronic record when initiating an account and the
electronic records are stored in a central server which restricts access via software. The record
keeping software program is Manage More by Intellisoft, Inc., which was built specifically for
paging companies and has built-in security safeguards. Records are maintained for at least one
year.

Additional safeguards: Only three employees of the Company are authorized to access customer
information, and the access of those persons is password protected. One of the three is the
President of the Company. There is a confidentiality clause in the employee manual which
prohibits employees from divulging or taking any customer information outside the office under
any circumstances. The manual states that this rule will be strictly enforced and any violation
will result in immediate employee termination.

Notifications of security breaches: As noted above, if a request for CPNI is not supported by
both the customer's password and account number, the authorities and persons on the authorized
contact list will be notified.


